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tained (Salman and Vrindayanam, 2013; 
Meriam Webster, 2009).  The remote con-
trolling and monitoring of the house using 
Internet requires computer, which is large in 
size and heavy to carry around. The most 
available home automation systems use dif-
ferent wireless communication standard to 
exchange data and signaling between their 
component like Bluetooth, Zigbee, Wi-Fi, 
etc. System implementing ZigBee has too 
low bandwidth for the data communication, 
whereas Java Based Systems still use web 

ABSTRACT 
Home automation systems are designated electronic systems in homes and residential buildings that 
makes it possible for the automation of household appliances. The challenges faced by home automa-
tion systems are high cost of ownership, inflexibility, poor manageability and difficulty in achieving 
security. In this work, a secured global system for mobile communication-based home automation 
system (GSM-HAS) was designed. The proposed system has a more improved technology that en-
hances flexibility by using GSM technology to interconnect its component to home automation system. 
The system comprises of five modules namely Mobile Phone, SIM900 GSM Module, Arduino Board, 
Relay Module and Peripheral Devices. The system used SIM900 Module which allows users to effec-
tively control their house/office appliances simply by sending a short message service (SMS) to the 
device. ATMEGA328P microcontroller was used to communicate with SIM900 module and the relay 
module to carry out the basic ON/OFF operations received from the user android application.  The 
android application was implemented using Java programming language and MySql database.  The 
performance of the system shows that the user can control the home appliances through the android 
application, with an additional control for activating and deactivating the sensor system at home/office. 
The system helps turn-on and turn-off connected home appliances as well as detect intruders and 
send message to the user’s mobile phone. The system is designed to be highly secured, flexible, relia-
ble and affordable.  
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INTRODUCTION 
Various kind of home appliances are manu-
ally operated which at times are not well 
managed by busy families and individuals, 
many times the electrical home appliances 
are not turned off while leaving the house, 
leading to energy waste which might result 
in accidents due to sparks. Home automa-
tion can be defined as a system implement-
ed at a residential house whereby the inten-
tion is to make the house intelligent so that 
energy is conserved and security is main-
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pages, which is a disadvantage if data Inter-
net or Intranet is not available (Paul et al., 
2014). 

The challenges faced by home automation 
systems are namely high cost of ownership, 
inflexibility, poor manageability and difficul-
ty in achieving security. The proposed sys-
tem has a more improved technology that 
enhances flexibility by using GSM technolo-
gy to interconnect its component to home 
automation server.  The GSM technology 
uses a 200 KHz radio frequency channels 
that are time division multiplexed to enable 
up to eight users to access each carrier 
(Shaiju et al., 2014). 
 
The secured global system for mobile com-
munication based home automation system 
(GSM-HAS) serves as a medium of provid-
ing increased comfort, safety and security to 
users by creating a platform through which 
appliances can be remotely accessed and 
controlled using an Android application and 
a hardware circuit located in the house. This 
provides an effective means of controlling 
connected electrical home appliances while 
away from the house. The Android based 
home automation system can provide end 
users with simple secure and easily configu-
rable system. The mobile application can 
also extend the security of the system via an 
implementation of the password protected 
application and motion sensor. 
 

LITERATURE REVIEW 
Tan et al. (2007) developed an automatic 
power meter reading system using GSM 
network to send the energy consumed to e-
billing system at authorized office. The sys-
tem works by integrating the GSM modem 
that was embedded with digital kWh power 
meter. It utilizes the GSM network to send 
power usage reading using SMS to the au-

thorized office. The authorized office col-
lects and manage the received SMS message 
that contains the meter reading to generate 
the billing cost and send back the cost to the 
respective consumer through SMS.  
 
The work presented by Wahab et al. (2007) 
was about the development of Integrated 
Water Billing System with SMS capability. 
The system was designed to facilitate the 
Water authorized to manage the monthly 
billing system without the use of human ser-
vices. The system receives SMS from the 
meter to central databases. Then the infor-
mation received was processed to generate 
current billing. The system again sends a 
SMS notification to the user regarding the 
total amount that has been billed.  
 
Salman and Vrindayanam (2013) introduced 
an efficient interactive control system based 
on GSM technology.  The system uses Atmel 
AT89S52 as a central microcontroller which 
can perform same functions as PIC micro-
controller. The system allowed remote con-
trol of different appliances through SMS 
messages.  SIM 300 Module is a triband 
GSM Module which can operate only in 
900,1800, 1900MHZ band respectively. It 
has compatibility issues due to different fre-
quencies operated by different countries. 
 
Javale et al. (2013) proposed a home automa-
tion and security system using Android 
ADK. The design was based on a standalone 
embedded system board called Android 
ADK (Accessory Development Kit). The 
home appliances are connected to the input/
output ports of the embedded system board 
and their status is passed to the ADK, and 
communication is established between the 
ADK and the Android mobile device or tab-
let. An authentication was created to the sys-
tem for authorized person to access home 
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appliances. 
 
Wahab et al. (2010) and Teymourzadeh et 
al. (2013) investigates and implemented a 
home automation technology using Global 
System for Mobile Communication (GSM) 
modem to control home appliances via 
Short Message Service (SMS) text messages. 
The proposed focused on functionality of 
the GSM protocol, which allows the user to 
control the target system away from resi-
dential using the frequency bandwidths.  
 
Ramlee et al. (2014) designed a Bluetooth 
remote home automation system using An-
droid application. The wireless Bluetooth 
technology provides remote access from 
PC/laptop or smart phone. It controls elec-
trical appliances devices with relatively low 
cost design, user-friendly interface and ease 
of installation.  Bluetooth communication 
has comparatively high power consump-
tion, so the batteries of devices need to be 
frequently recharged or replaced. It has seri-
ous security concerns such as eavesdrop-
ping and weak encryption. 
 
A home automation system with the help of 
direct Wi-Fi (Wireless Federation), which 
fits the bill of WLAN 802.11 standard was 
designed by Suryayanshi et al. (2014). The 
design was implemented through onboard 
Wi-Fi, which is inbuilt in the mobile phones 
having an Android. It allows communica-
tion with a brief and small setup without 
zap wired connection. The Wi-Fi protocol 
failed to put into consideration the availabil-
ity of data for internet connection. Whenev-
er the user is in an environment with poor 
service provider, the user will not be able to 
access his/her appliances at home. 
 
Paul et al. (2014) proposed a system which 
is aimed at controlling home appliances via 

Android device using Wi-Fi as communica-
tion protocol and Raspberry Pi as server sys-
tem. A user friendly interface is created for 
the android device which allows the user to 
communicate with the Raspberry Pi server. 
The server will be interfaced with a relay cir-
cuit board that controls the appliances run-
ning in Home. The communication with the 
server allows the user to select the appropri-
ate device.  The system provides a scalable 
and cost effective home automation system 
but there is inflexibility attached to the con-
figuration of it operating system. 
 
Guptal and Tomar (2016) proposed a system 
that can be used to detect burglary, leakage 
of cooking gas; smoke caused due to acci-
dents and then sends a message to the de-
vice. The user can control the systems re-
motely (outside) through their Android de-
vice. When the system detects certain haz-
ardous events, within a short response time, 
the users get notified quickly. SIM 300 was 
used because it is a tri-band (900, 1800, 
1900MHz band) and this can be restricted to 
some countries based on the frequency they 
operate on. 
 
Rana et al. (2013) design and implement a 
home security system using the GSM tech-
nology. The system is designed to detect bur-
glary, leaking of harmful gas; smoke caused 
due to fire and after detecting suspicious ac-
tivity, it sends an alarm message to the own-
er number. The whole process is controlled 
by an android cell phone application.  
 

DESIGN METHODOLOGY 
Architecture of a Secured Global System 
for Mobile Home Automation System 
(GSM_HAS) 
The architecture of a secured global system 
for mobile home automation system is pre-
sented in Figure 1. The system comprises of 
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five components namely Mobile Phone, 
SIM900 GSM Module, Arduino Board, Re-
lay Module and Peripheral Devices. 
 
The proposed system architecture support 
the use of Android GUI installed on the 
smart phone which is used to control the 
home appliances.  After the smart phone’s 
apps is connected through SMS from the 
Android GUI to the SIM900 GSM Module 
in the circuit which act as a server to for-
ward or transmit any data to/from the 
smart phone and the microcontroller board.  
The microcontroller which is the brain of 
the system will signal the relay module to 
carry out the operation required of the user 
(ON/OFF).  

Then it will transmit a signal back to the SIM 
module and the user will receive an SMS 
alert on the current status of the appliances. 
The motion sensors that is connected to the 
microcontroller detect any kind of unauthor-
ized movement and then notify the user 
through SMS alert. The notification sensor 
button increases the feasibility of the applica-
tion and simply allows the user to activate/
deactivate the sensor. This sensor need to be 
activated by the user before leaving the 
house. When the user come to the house, the 
sensor need to be deactivated to avoid any 
notification to the user while he/she is in the 
house. 
 

 

Figure 1: A secured global system for mobile home automation system 
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Components of the System 
(a) Mobile Phone 
The client device could be in form of smart 
mobile phones. The mobile apps is installed 
on the smart phone. 
 
(i) The Mobile APP 
The Mobile App on the smart device is 
mainly an Android native mobile app which 
was developed using the MIT app inventor 
platform that combines the functionality of 
Android SDK, JAVA and Scratch. The app 
provides opportunity of easy integration 
between the mobile app and the hardware 
device.  
    
(b) GSM Module 
SIM900 GSM Module is a cell phone with 
all the facilities of sending and receiving 
messages and calls. The GSM transmitter 
module which is the user cell phone and the 
GSM receiver module which is the cell 
phone module are used for the serial com-
munication with the microcontroller. The 
system uses GSM signal system which al-
lows users to effectively control their 
house/office appliances simply by sending a 
short message service (SMS) to the device. 
The SMS received by the device is pro-
cessed by a microcontroller to perform 
ON/OFF operations. The type of opera-
tion performed is based on the nature of 
the GSM signal sent. An encoded GSM sig-
nal is generated and sent from the GSM 
base station to the device.  
 
(c) Arduino Board 
The Arduino Uno is a microcontroller 
board based on the ATmega328 (datasheet). 
It has 14 digital input/output pins (of which 
6 can be used as PWM outputs), 6 analog 
inputs, a 16 MHz ceramic resonator, a USB 
connection, a power jack, an ICSP header, 
and a reset button. In this case, 8 of the dig-

ital pins are used for appliance controls and 
two others for motion sensing to detect in-
truders and to activate the alarm system re-
spectively.  
 
(i) ATMEGA328P Microcontroller Unit 
It receives commands from the GSM mod-
ule and thus control the ports to which the 
relay modules are connected based on the 
received commands. It has been designed in 
particular for monitoring and/or control 
tasks.  
 
(ii) Motion Sensor 
The sensor is connected to the microcontrol-
ler board which monitor motion around the 
appliances in the house. The indication from 
the sensor is able to notify the user to switch 
ON/OFF the appliances in the house. The 
home appliance on/off status is synchro-
nized to the GUI on the smart phone. The 
switch status is in real time monitoring by 
the microcontroller.   
 
(d) Relay Module  
A relay is an electrically operated switch. An 
8-channel relay module was used which has 
the capacity of controlling 8 home applianc-
es and devices at the same time, turning 
them on/off. A higher N-channel relay mod-
ule can be used to accommodate more appli-
ances. 
 
(e) Appliances 
Appliances may refer to home appliances, 
computer appliances etc. The home appli-
ances are the household appliances using 
electricity or some other energy input which 
could be electric fan, sound system, electric 
bulb, television set, washing machine etc. 
The computer appliances refer to the com-
puting devices with a specific function and 
limited configuration ability which could be 
storage appliances, firewall and security ap-
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pliances, anti-spam appliances, software ap-
pliances, virtual appliances etc. The home 
appliances were considered for the automa-
tion. 
 
(f) Power Supply Unit 
The Power Supply module is necessary for 

the provision of regulated (step-down rectifi-
er) DC power supply from AC to main cir-
cuit component (ICs, relay, microcontroller 
etc.), the maximum and minimum voltage 
rating of the circuit component were taken 
into consideration during implementation. 
  

Flowchart of the System 
Figure 2 shows the flowchart of the system 

Figure 2: Flowchart of the System                                                                                                                             

IMPLEMENTATION AND RESULTS 
The design was implemented using Java 
programming language, Mit App Inventor, 
Android Studio, Proteus Simulator Software 
and MySqlite database. Figure 3 shows an 

image of the MIT App inventor develop-
ment platform with the mobile app under 
development.  

103 J. Nat. Sci. Engr. & Tech. 2018, 17(1&2): 98-109 



 

Figure 4 (a & b) shows the developed AU-
TOHOME Android application designed 
using Mit app inventor, functioning on a 
smartphone to control the designed hard-
ware circuit. The auto home Android appli-
cation has two interfaces: the home page 
and the credit page.  
 
The motion sensor is activated to detect 
intruders through the activate/deactivate 
checkbox in the home page.  The notifica-
tion sensor button increases the feasibility 
of the application and simply allows the us-
er to activate or deactivate the sensor. This 
sensor has to be activated by the user be-
fore leaving the house. When the user 
comes to the house then the sensor has to 
be deactivated so that it won’t send any no-
tification to the user while he/she is inside 
the house. 
 

The appliances labelled 1 to 8 are the appli-
ances connected to the GSM-HAS in the 
home. On clicking any appliance, a home 
automation menu prompts up giving the us-
er a notification to ON, OFF or CANCEL 
the request for the appliance.  
 
With this application the user can get the 
status of the home appliances. If he/she has 
accidently left the appliance ON in the 
house, then it can be turned OFF using this 
application by simply clicking on the ON/
OFF button. For instance, if he wants to 
turn on the Air condition before going home 
so that the bedroom has comfortable tem-
perature then it can be performed through 
this application. The user gets a feedback 
message which is displays on the same inter-
face to ascertain that the message was suc-
cessfully sent to the GSM-HAS at home. 

Figure 3: Image of MIT App Inventor 
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In setting up the hardware circuit, the Pro-
teus simulator was used in the development 
of a prototype model for the hardware 
structure as shown in Figure 5. While fig-
ures 6 shows the image of the hardware cir-

cuit under development, Figures 7 and 8 
shows the image of the hardware circuit be-
fore and after auto home application was 
used to control the appliance. 

Figure 4 (a) Auto- Home android application 

(b) 

Figure 5: Image of Proteus software for circuit development 
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Figure 6: Image of the Hardware Circuit under Development 

Figure 7: Before using GSM-HAS to control the appliance 

Figure 8: Using GSM-HAS to control the appliance 
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By analyzing the results obtained in Table 1 
above without using the Arduino applica-
tion to monitor the appliance through the 
GSM-HAS circuit, it was found that the 
average time taken to turn ON and OFF 
the home/office appliance are 5.08 and 3.70 
seconds respectively. 
 
By analyzing the results obtained in Table 2   
above by using the Arduino application to 

monitor the appliance through the GSM-
HAS circuit, it was found that the average 
time taken to turn ON and OFF  the home/
office appliance are 6.45  and 6.30 seconds 
respectively. 
 
Figure 9 shows an image of a message inter-
face sent from the Motion Sensor connected 
to the GSM-HAS to the mobile number of 
the Auto home application user.  

Table 1: Results of Time taken before turning on and off the appliance without  
               using the Arduino application  

Appliance 
Status 

Readings Average Time (Sec) 

  1st 2nd 3rd   

ON 5.40 2.65 7.20 5.08 

OFF 2.73 4.90 3.48 3.70 

Table 2: Results of Time taken before turning on and off the appliance using the  
               Arduino application 

Appliance Status Readings Average Time (Sec) 

1st 2nd 3rd   

ON 7.51 4.45 7.40 6.45 

OFF 8.70 4.08 6.11 6.30 

Figure 9: Intruder Alert from GSM-HAS to the Auto-home user 
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CONCLUSION 
In this work, a Secured Global System for 
Mobile Communication Home Automation 
System (GSM-HAS) was designed.  The 
GSM-HAS system is capable of controlling 
any appliance in the home within the speci-
fied current ratings of the relay module 
which is 10 Amps, it is a rating safe enough 
for appliances like television, electric bulb 
etc.  With secured GSM-HAS, home appli-
ances are controlled to avoid electrical 
sparks as well as conserve energy. The tech-
nology has the advantage of a world wide 
range of transmission. The most prominent 
feature of the system is that the user can 
control the system through an Android ap-
plication. The design presents an easy way 
to manage and control appliances and also 
provides some level of security for the 
home appliances using a motion sensor to 
detect intruder around the appliances.  
In future, it might also be necessary to inte-
grate a security camera that can control and 
allow the user to observe activity around 
the house or business environment; the ex-
tension of the Android mobile application 
to other platforms will be investigated and 
further automation to support the quantify-
ing related values will be explored, the sen-
sor will be connected through a Wireless 
Sensor Network to remove the complexity 
of passing the wires around the hardware. 
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